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SUMMARY of CHANGE

AR 190-13
The Army Physical Security Program

This revision—

- Consolidates AR 190-13 and AR 15-15, Department of the Army Physical Security Review Board (DAPSRB), and incorporates policy on the purpose, function, composition of the DAPSRB (chap 7).

- Addresses command responsibility for a crime prevention program (para 2-2).

- Revises DA Form 4261 and DA Form 4261-1 (Physical Security Inspector Identification Card) (paras 3-1 and 3-2).


- Identifies the establishment, purpose, functions, and composition of the Department of the Army (DA) Physical Security Equipment Action Group (PSEAG) (para 4-4).

- Redesignates the Product Manager for Physical Security Equipment (PM-PSE) to the Physical Security Equipment Manager, Physical Security Equipment Management Office (PSEMO) (para 4-5).

- Adds an outline of the establishment and specific functions of the Physical Security Equipment Working Group (para 4-6).

- Addresses intrusion detection systems (IDS) by: revising the priority for installation of IDS based on the level of security needed (para 4-9); discussing planning for IDS (para 4-15); establishing new priorities and priority codes for the IDS (table 4-1).

- Outlines security force procedures, inspections, and security patrol plans (chap 8).

- Authorizes exact replication of any Department of the Army and Department of Defense forms that are prescribed in this regulation and are generated by the automated Military Police Management Information System in place of the official printed version of the forms (app A).
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Physical Security Review Board, and the Department of the Army Physical Security Equipment Action Group. It provides general guidance concerning requirements for and use of physical security equipment; the appointment of physical security officers and inspectors; physical security credentials, identification cards and badges; restricted areas; and security forces.

Applicability. This regulation applies to all units of the Active Army, the Army National Guard, the U.S. Army Reserve, and the Reserve Officers' Training Corps when in Federal Service that control, move, store, maintain, or secure Army materiel, equipment, and personal property unless exempted by other regulations. This publication applies during partial and full mobilization.

Proponent and exception authority. The proponent of this regulation is the Deputy Chief of Staff for Operations and Plans. The Deputy Chief of Staff for Operations and Plans has the authority to approve exceptions to this regulation that are consistent with controlling law and regulation. The Deputy Chief of Staff for Operations and Plans may delegate this authority in writing to a division chief within the proponent agency who holds a grade of colonel or the civilian equivalent.

The Army management control process. This regulation is subject to the requirements of AR 11–2. It contains internal control provisions, but does not contain a checklist for conducting internal control reviews. This checklist is contained in DA Circular 11–89–2.

Supplementation. Supplementation of this regulation and establishment of command and local forms is prohibited without prior approval from HQDA(DAMO–ODL–S), 400 ARMY PENTAGON, WASH, DC 20310–0400.

Interim changes. Interim changes to this regulation are not official unless they are authenticated by the Administrative Assistant to the Secretary of the Army. Users will destroy interim changes on their expiration dates unless sooner superseded or rescinded.

Suggested Improvements. Users are invited to send comments and suggested improvements on DA Form 2028 (Recommended Changes to Publications and Blank Forms) directly to HQDA(DAMO–ODL–S), 400 ARMY PENTAGON, WASH, DC 20310–0400.

Distribution. Distribution of this publication is made in accordance with the requirements on DA Form 12–09–E, block 2568, intended for command levels A, B, C, D, and E for the Active Army and Army National Guard and the U.S. Army Reserve.
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**Chapter 1**
**General**

**Section I**
**Introduction**

1–1. **Purpose**
This regulation prescribes policy and assigns responsibility for developing and maintaining practical, economical, and effective physical security programs.

1–2. **References**
Required and related publications and prescribed and referenced forms are listed in appendix A.

1–3. **Explanation of abbreviations and terms**
Abbreviations and special terms used in this regulation are explained in the consolidated glossary at the end of this Update.

**Section II**
**Responsibilities**

1–4. **Assistant Secretary of the Army (Installations, Logistics and Environment) (ASA(ILL&E))**
The ASA(ILL&E) is responsible for overall physical security policy based on an analysis of the mission of the Army, and known or anticipated requirements and threats. The Department of the Army Physical Security Review Board (DAPSRB) will report to the ASA(ILL&E) through the Deputy Chief of Staff for Operations (DCSOPS).

1–5. **Assistant Secretary of the Army (Research, Development, and Acquisition) (ASA(RDA))**
The ASA(RDA) is the Army Acquisition Executive and the Senior Procurement Officer within the Department of the Army responsible for administering Army RDA programs in accordance with policies and guidelines. For physical security equipment (PSE), these responsibilities are delegated to the Army Executive Agent for PSE who will be provided by the Commanding General (CG), U.S. Army Materiel Command (AMC), per paragraph 1–18.

1–6. **Deputy Chief of Staff for Operations and Plans (DCSOPS)**
The DCSOPS will—
   a. Provide overall staff responsibility for the physical security of the Army. Develop and coordinate plans pertaining to force protection that allow military forces to counter threats to Army security.
   b. Under the DCSOPS, the Chief, Security, Force Protection, and Law Enforcement Division (DAMO–ODL) will—
      1) Approve physical security policy for DCSOPS.
      2) Develop policies, programs, goals, and objectives for the Army Physical Security Program.
   c. Ensure the integration of physical security into Army Operations Security (OPSEC) Programs per AR 530–1.
   d. Ensure physical security requirements are identified in the developmental stages of new equipment and new construction in coordination with the U.S. Army Training and Doctrine Command (TRADOC), the U.S. Army Corps of Engineers (USACE), and AMC.
   e. Program and budget funds for Other Procurement, Army (OPA), Operations and Maintenance, Army (OMA), Operation and Maintenance, Army Reserve (OMAR) as related to physical security.
   f. Chair the DAPSRB per paragraph 7–3.
   g. Provide one voting member (lieutenant colonel, major, or civilian equivalent) to the Army Physical Security Equipment Action Group (APSEAG) per paragraph 4–5.
   h. Coordinate with the Army Staff (ARSTAF) and major Army commands (MACOMs) to establish policies, procedures, and standards pertaining to physical security.
   i. Ensure physical security requirements are identified in the developmental stages of new equipment and new construction in coordination with the U.S. Army Training and Doctrine Command (TRADOC), the U.S. Army Corps of Engineers (USACE), and AMC.
   j. Program and budget funds for Other Procurement, Army (OPA), Operations and Maintenance, Army (OMA), Operation and Maintenance, Army Reserve (OMAR) as related to physical security.
   k. Chair the DAPSRB per paragraph 7–3.
   l. Provide one voting member (lieutenant colonel, major, or civilian equivalent) to the Army Physical Security Equipment Action Group (APSEAG) per paragraph 4–5.
   m. Coordinate with the Army Staff (ARSTAF) and major Army commands (MACOMs) to establish policies, procedures, and standards pertaining to physical security.

1–7. **Deputy Chief of Staff for Logistics (DCSLOG)**
The DCSLOG will—
   a. Formulate and announce policy for the integrated logistics support (ILS) program for Army programs (AR 700–127) and multiservice programs (AR 700–129).
   b. Provide inventory and accountability procedures input into the physical security program for the administrative control of Army property.
   c. Provide copies of the survey and inventory adjustments and reports that indicate actual or possible criminal activities to—
      1) ODCSOPS, HQDA(DAMO–ODL–S).
      2) U.S. Army Criminal Investigation Command (USACIDC).
   d. Provide one voting member (LTC, MAJ, or civilian equivalent) to the DAPSRB, per paragraph 7–3.
   e. Provide one voting member (LTC, MAJ, or civilian equivalent) to the APSEAG per paragraph 4–5.

1–8. **Deputy Chief of Staff for Personnel (DCSPER)**
The DCSPER will provide one voting member (LTC, MAJ, or civilian equivalent) to the DAPSRB, per paragraph 7–3.

1–9. **Deputy Chief of Staff for Intelligence (DCSINT)**
The DCSINT will—
   a. Be responsible for all intelligence and counterintelligence aspects of security programs and planning related to protection of Army personnel, materiel, facilities, and operations from espionage, sabotage, criminal subversion, terrorism, and sedition.
   b. By fulfilling intelligence and counterintelligence functions outlined in para 1–9a above, identify threats that may increase physical security requirements.
   c. Coordinate with HQUSACE to ensure that threat definition is uniform and sufficiently specified to serve as a basis for design.
   d. Provide one voting member (LTC, MAJ, or civilian equivalent) to the DAPSRB, per paragraph 7–3.

1–10. **The Inspector General**
The Inspector General will provide one nonvoting representative to the DAPSRB per paragraph 7–3.

1–11. **The Surgeon General**
The Surgeon General will provide one voting member (LTC, MAJ, or civilian equivalent) to the DAPSRB, per paragraph 7–3.

1–12. **The Auditor General**
The Auditor General will provide one nonvoting representative to the DAPSRB per paragraph 7–3.

1–13. **Headquarters, USACE**
Headquarters, USACE will—
   a. Ensure proper planning, evaluation, application, design, installation, and construction of facility enhancements for all aspects of physical security and anti-terrorism related protective construction.
   b. Provide criteria and guidance to ensure the proper design, installation, and acceptance testing of all Army and commercial IDS military construction, Army (MCA) projects.
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